**Обезопасьте свои персональные данные в сети «Интернет» от неправомерного или случайного доступа к ним.**

Согласно статьи 3 [«О персональных данных»](http://www.consultant.ru/document/cons_doc_LAW_61801/) персональные данные - любая информация, относящаяся к прямо или косвенно определенному или определяемому физическому лицу (субъекту персональных данных). К ним относятся: фамилия, имя, отчество, дата рождения, место рождения, место жительства, номер телефона, адрес электронной почты, фотография, возраст и пр**.**

К специальным персональным данным относятся: **расовая или национальная принадлежность, политические взгляды, религиозные или философские убеждения, состояние здоровья и пр.**

Приведенный перечень персональных данных не является исчерпывающим и может включать в себя множество иных идентификационных данных.

Биометрические персональные данные представляют собой сведения о наших биологических особенностях. Эти данные уникальны, принадлежат только одному человеку и никогда не повторяются: **отпечаток пальца, рисунок радужной оболочки глаза, код ДНК, слепок голоса и пр.**

**Набор цифр как персональные данные**: **номер и серия паспорта, страховой номер индивидуального лицевого счета (СНИЛС), индивидуальный номер налогоплательщика (ИНН), номер банковского счета, номер банковской карты.**

**Большие данные**: информация, которую вы добровольно размещаете в сети Интернет, например, фотографии в социальных сетях, высказывания на форумах, «лайки» новостей и многое другое. Также информация о посещенных сайтах, о совершенных покупках, о вашем географическом месторасположении и пр.

Как защитить персональные данные в Сети-Интернет?

1. Ограничьте объем информации о себе, находящейся в Интернете. Удалите лишние фотографии, видео, адреса, номера телефонов, дату рождения, сведения о родных и близких и иную личную информацию.
2. Не отправляйте видео и фотографии людям, с которыми вы познакомились в Интернете и не знаете их в реальной жизни.
3. Отправляя кому-либо свои персональные данные или конфиденциальную информацию, убедитесь в том, что адресат — действительно тот, за кого себя выдает.
4. Если в сети Интернет кто-то просит предоставить ваши персональные данные, например, место жительства или номер школы, класса иные данные, посоветуйтесь с родителями или взрослым человеком, которому вы доверяете.
5. Используйте только сложные пароли, разные для разных учетных записей и сервисов.
6. Старайтесь периодически менять пароли.
7. Заведите себе два адреса электронной почты — частный, для переписки (приватный и малоизвестный, который вы никогда не публикуете в общедоступных источниках), и публичный — для открытой деятельности (форумов, чатов и так далее).